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Introduction 

DHCP and DNS play an important part in the operation of any SCS installation. 
There are many configuration variables to consider when installing a new SCS 
system: what type of DNS is in use on the network? Is Dynamic IP addressing in 
use? What host name and IP address have been reserved for the SCS? The aims 
of this document are: 
 

 To highlight network configuration issues you should consider before 
starting the installation. 

 

 Show you how to configure DNS and DHCP for use with the SCS. 
 
The Pre-Installation checklist can be found in the opening pages of the SCS 
Release 4.0 Initial Install guide and SCS Release 4.0 Configuring the SCS with 
High Availability and is a recurring topic in any discussion concerning the 
installation of the SCS simply because it aids preparation by both providing the 
installer with the information they need to successfully perform their task, and 
informs the site network administrator of the work that will be undertaken on his 
network – allowing him to take all necessary steps. The questionnaire is 
reproduced on the next page. 
 

Note: There are a multitude of different DNS systems around the world. This guide 
uses as its example Windows Server 2003. The instructions and screenshots 
concerning how to configure DNS and DHCP settings are therefore relevant to this 
system only. However, the values prescribed for DNS A Records and SRV 
Records can be applied to any DNS system. 
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Parameter Value 

Root User Password  

Time Zone  

Host Name (please supply a fully 
qualified domain name, for example 
scshost.domainname.com) 

 

IP Address (as set in the DNS)  

Default Gateway  

Subnet Mask   

Does the network have a DNS server? Yes/No 

Is your DNS server capable of 
generating SRV records? 
 
(SRV records are not a necessary requirement when 
configuring a non-HA SCS system, but if they are 
present in the DNS they have an impact on how you 
configure the SIP domain later in the configuration 
process, i.e., they determine whether you define the 
SIP domain with a fully qualified domain name or just 
a domain name) 

Yes/No/NA 

Primary DNS (the IP address of your 
host) 

 

Secondary DNS (the IP address of your 
host) 

 

Does the network have a DHCP 
server? 

Yes/No 

On the DHCP server, can Option 66 be 
configured to point at the SCS IP 
address for TFTP provisioning? 

Yes/No/NA 

Is network time configured through 
NTP? 
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DHCP (Dynamic Host Configuration Protocol) 

In the context of the SCS, DHCP is used to: 
 

 Allocate IP addresses to IP phones and gateways when they are connected 
to the LAN. 

 

 Optionally provide newly connected phones with the location of the TFTP or 
FTP (depending on phone type) service used to issue managed phones 
with configuration data necessary to operate in the SCS network. 

 
Certain configuration changes will have to be made to a network’s DHCP service 
(if indeed it is in use; not all sites will necessarily utilize DHCP, in which case IP 
addresses for devices such as phones will be configured statically) before the SCS 
installation can take place. These changes will be covered in step-by-step detail 
later in this document, but for now, they are: 
 

 Reserve an IP address for the SCS. 

 Define the host name that will reside at that address. 

 Configure Option 66 – this is a completely optional setting that simply helps 
in the phone configuration process; the system will function perfectly well 
without it. 

 

 
The relationship between DHCP and the SCS 
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DNS (Domain Name Service) 

DNS is used to help the flow of data to the correct networking equipment by 
translating domain names to IP addresses. Not all sites utilize DNS, but a large 
majority do. In this document we will look at how best to configure DNS to suit a 
range of SCS scenarios.  
 
You will probably be aware that a range of different DNS servers are used across 
the world, for the purpose of this guide we have focussed on Microsoft Server 
2003. Some of the principles discussed over the coming pages will bear some 
similarity to most systems, but the way in which some information is configured will 
differ. 
 
On sites that utilize DNS, ‘records’ that relate to the SCS will have to be configured 
in order that the DNS can resolve queries relating to the SCS. These records can 
take the form of: 
 

 A Records – used to translate a host name to the IP address of the specific 

machine. 
 

 SRV records – used to identify exactly which machine or machines offer a 

particular service, e.g. SIP. 
 
Depending on the configuration and make-up of the network, and the type of 
installation you are going to perform (single server or dual server HA), different 
types of record will be needed. Put simply: a single server (non-High Availability) 
system will function perfectly well with DNS A Records on their own or A Records 
and DNS ‘SRV Records; whereas a dual server (High Availability) system will only 
function with a combination of A Records and SRV Records. So Question 1 is this: 
Are you installing a single or dual server system? 
 

Of course, there are other factors to consider. For instance, a third party DNS 
server is not the only possibility. It is entirely possible that you may encounter a 
site that does not make use of DNS, in which case you will have to enable the 
SCS’s own DNS service. Question 2: What type of DNS, if any, is in use on the 
site? 
 

When using the onboard SCS DNS with a third party DHCP server, ensure that 
you change the DNS address referenced in Option 6 on the DHCP server. This is 
covered later in this guide. 
 
The SCS’s own DNS facility is simple to use: it has two configurable settings: On 
and Off. You will not need to configure any records since the SCS takes care of 
that for you by creating its own SRV records.  
 

WARNING: You should not mistake this feature for a quick route to avoiding 
creating records on a third party DNS. It is recommended that in circumstances 
where a site operates a third-party DNS, the SCS’s own DNS should be disabled 
since all requests will be handled by the primary DNS (i.e., the Microsoft server, 
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Linux server, etc). In such circumstances, enabling the SCS DNS does not remove 
the need to create records on the third-party DNS. 
 

 
You will likely meet one of three DNS scenarios when rolling out the SCS: 
 

 
 

Impact on Installation 

The DNS configuration in use on the destination network has a direct impact on a 
key area of the installation process – namely what you enter in the SIP Domain 
field. 
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Basically, the rule of thumb is this: 
 

 If SRV records are not in use, you must enter the fully qualified domain 

name (FQDN) of the SCS server – that is, the host name and domain name 
configured on the DNS, e.g., scsserver.domain.com. 

 

 If SRV records are in use, enter just the domain name – e.g., domain.com. 

 
So what does this mean for single server installs and dual server installs? Just this:  
 

 Single server installations function perfectly properly with either A Records 
or A Records with SRV records, just be aware of what records are in use so 
that you enter the correct value in the SIP Domain screen.  

 

 Dual server installs must always have A Records and SRV records 

configured in the DNS, therefore you will always just enter the domain name 
in the SIP Domain screen for any server being configured as part of a High 
Availability system. 
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Configuring Windows Server 2003 DHCP 

Reserving IP Addresses on Windows Server 2003 

On sites that utilize a DHCP server it may be necessary to reserve the IP address 
that the SCS will use; this will prevent that address from being used by other 
devices that join the network. To reserve the address you will need to know 3 
things: 
 

 What address the SCS server (or servers in the case of an HA 
configuration) will use. 

 The host name that the server will be assigned – this will also be used to 
configure DNS records. 

 The server’s MAC address. A MAC address is a 12 character alpha-numeric 
code that on some devices can be found on a label at the rear or on the 
underside. If there is no obvious MAC address label on the server you can 

run the ifconfig command once the setup wizard has been run and you 

have access to the command prompt. 
 

 
 
Note: Static LAN settings can be configured on the SCS before DHCP and DNS 
have been properly configured so that you can access the command prompt to 

run ifconfig to obtain the MAC address. Once Windows Server configuration is 

complete you must reboot the SCS servers so that they connect properly. 

 
1. On the Windows Server, open the DHCP server application, either by 

double-clicking on the desktop icon, or by navigating through the Start 
menu. 
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2. In the left-hand pane, double-click on the ‘Scope’ in which the SCS will be 
situated – a scope is merely a range of IP addresses to which devices can 
be assigned.  

 

 
 
3. Right-click on Reservations and select New Reservation. 
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4. In the New Reservation window, enter the server’s fully qualified domain 
name – the host name and domain name, for example, in this illustration the 
device name is scs1.scsnetwork.local. 

 

 
 

5. Enter the IP address that you would like reserved for this server. 
 

 
 

6. Enter the server’s MAC address (without the colon separators). 
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7. Click Add. 
 

8. Repeat steps 4-7 to add another reservation if you are installing two 
servers.  

 
9. Click Close when you have finished adding servers. 

 
10. To view your new reservations, single-left-click on Reservations in the left-

hand pane. All reservations are displayed in the right-hand pane. In this 
example, two reservations have been configured for scs1.scsnetwork.local 
and scs2.scsnetwork.local. 
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Setting Option 66 on Windows Server 2003 

Note: Option 66 is a DHCP option used for provisioning Avaya 1200 series phones 
and Polycom phones. Other phones may function with other DHCP options. 

 
Option 66 can be configured on the DHCP server to direct IP phones to the SCS 
server for user profile information, so that when the phone picks up its IP address 
during boot-up, it will also automatically connect to the SCS for its user profile. This 
information can be configured manually on the phone itself in the absence of a 
DHCP server or Option 66, but for speed and efficiency purposes you may wish to 
configure this option on the DHCP server. On a large network with many users it 
would make sense to be able to simply plug phones in and have them gather all 
the information they require automatically, rather than having to set the download 
address (or TFTP server address) on each phone individually. 
 
To configure Option 66: 
 

1. On the Windows Server, open the DHCP server application, either by 
double-clicking on the desktop icon, or by navigating through the Start 
menu. 

 

 
 

2. In the left-hand pane, double-click on the ‘Scope’ in which the SCS is 
situated – a scope is merely a range of IP addresses to which devices can 
be assigned.  
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3. Click on Scope Options to call up a list of configured DHCP options in the 

right-hand pane – if Option 66 is already configured you will not be able to 
configure another instance, in which case the TFTP address will have to be 
set on phones on an individual basis. Check with the site administrator. 

 

 
 
4. Right-click on Scope Options in the left-hand pane, and select Configure 

Options. 
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5. Scroll down the list of available options and select 066 Boot Server Host 

Name by placing a tick in its check-box. 
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6. In the String Value text box, enter the IP address of the SCS server – if 
installing an HA system, enter the address of the primary server. 

 

 
 

7. Click Apply followed by OK. 

 
8. The new option is displayed in the right-hand pane. Option 66 configuration 

is complete. 
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Setting Option 6 (When Utilizing SCS Onboard DNS) 

In circumstances where you find it necessary to use the SCS’s own onboard DNS 
service along side a third party DHCP server, you will need to specify the address 
of the SCS DNS. This is done in the following way: 
 

1. In the left-hand pane, double-click on the ‘Scope’ in which the SCS is 
situated – a scope is merely a range of IP addresses to which devices can 
be assigned.  

 

 
 
2. Click on Scope Options to call up a list of configured DHCP options in the 

right-hand pane. 
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3. Right-click in the right-hand pane and select Configure Options. 
 

 
 
4. Scroll through the list of available options and select 006 DNS Servers by 

placing a tick in its check-box. 
 

 
 



Configuring DNS and DHCP 

NN47932-535 Issue 1.3 SCS 4.0  21 

5. Enter the IP address of the SCS and click Add (if installing an HA system in 
which both SCS servers will provide DNS add the secondary server’s 
address too). 

 

 
 

6. Click Apply followed by OK. 
 

7. The new option is shown in the Options pane. 
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Other DHCP Options 

Other DHCP options can be configured to aid in the configuration and running of 
your IP telephony devices. For example, Option 2 can be used to configure the 

UCT (Universal Coordinated Time) offset in seconds. 
 
Option 42 can be used to specify a range of servers that can be used to supply a 
client with NTP (Network Time Protocol) data. 
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Configuring Windows Server 2003 DNS 

Single Server System – A Records 

A single server installation can be configured to utilize DNS A Records or a 
combination of A Records and SRV Records. In this short section we’ll look at 
creating A Records for a single server, non-HA system. 
 

Remember: In circumstances where only A Records are present on the DNS, the 
SCS SIP domain should always be set to the server’s fully qualified domain 
name – i.e., the host and domain name: scshost.scsdomain.com. 

 
To create an A Record: 
 

1. Open the DNS service on the Windows Server, either by double-clicking on 
the desktop icon, or by navigating to it via the Start menu. 

 

 
 
2. In the left-hand pane, single-left-click on the domain into which the SCS will 

be installed, in the example below the target domain for the SCS is 
scsnetwork.local. 
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3. Right-click on the domain and select New Host (A). 

 

 
 
4. In the dialogue box that appears, enter the name of the server (the fully 

qualified domain name field will populate automatically) and its IP address, 
and then click Add Host. 
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5. Click Done. 
 

 
 

6. The newly added A Record is displayed in the right-hand pane along with 
any other records already configured. 
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A Record creation is now complete. Don’t forget to set the SIP domain to the 
server’s  fully qualified domain name during SCS configuration. 

Testing DNS 

You can run a simple test to determine whether DNS is working correctly: 
 

1. On a network connected PC, open the command prompt window by 
opening the Start menu and selecting Run. 

2. In the box that opens, type cmd and press the Enter key. 
 

 
 

3. At the prompt, type nslookup servername.serverdomain.com (enter 

the host name and domain name of your server) and press Enter. 
4. If DNS is behaving properly the query should return the server’s name and 

IP address. 
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5. To double-check that your records are functioning properly, run the 
command again, but this time lookup the IP address instead of the server 
name. 

 

 
 

Single Server System – A Records & SRV Records 

A single server installation can be configured to utilize DNS A Records or a 
combination of A Records and SRV Records. In this short section we’ll look at 
creating A Records and SRV Records for a single server, non-HA system. 
 
Remember: In circumstances where SRV records are present in the DNS, the  

SIP domain should be configured as just the domain name – e.g., scsdomain.com. 
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During this process, you will create the following records: 
 

Configuration Type No. of A Records No. of SRV Records 

1 server 1 2 

 
The following SRV records will need to be created: 

 

SRV 
Record 

 
Service 

 
Protocol 

 
Priority 

 
Weight 

 
Port 

Host offering the 
service 

 

1 _sip _tcp 2 0 5060 servername.domain.com 

2 _sip _udp 1 0 5060 servername.domain.com 

 
The following instructions will show you how to create each of these records. 
 

Creating an A Record 

 
1. Open the DNS service on the Windows Server, either by double-clicking on 

the desktop icon, or by navigating to it via the Start menu. 
 

 
 

 
2. In the left-hand pane, single-left-click on the domain into which the SCS will 

be installed, in the example below the target domain for the SCS is 
scsnetwork.local. 
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3. Right-click on the domain and select New Host (A). 

 

 
 
4. In the dialogue box that appears, enter the name of the server (the fully 

qualified domain name field will populate automatically) and its IP address, 
and then click Add Host. 
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5. Click Done. 
 

 
 

 
6. The newly added A Record is displayed in the right-hand pane along with 

any other records already configured. 
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Creating SRV Records 

 
1. Right-click on the target domain in the left-hand pane and select Other New 

Records. 

 

 
 
2. In the window that opens, scroll down the list and select Service Location 

(SRV) and then click on Create Record. 

 

 
 

3. Enter the following values: 
 

Service _sip 

Protocol _tcp 

Priority  2 

Weight 0 

Port number 5060 

 Host offering this service scsservername.domain.com 
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4. Click OK. 
 

5. You are returned to the record type selection screen again. Select Service 
Location (SRV) again and click Create Record. 

 
6. Enter the following values for the second SRV record: 

 
Service _sip 

Protocol _udp 

Priority 1 

Weight 0 

Port number 5060 

Host offering this service scsservername.domain.com 
 

7. Click OK. 

 
8. Click Done. 

 
9. You should now be able to see your A Record in the domain folder . . .  
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 . . . a SIP SRV record in the _tcp folder . . .  
 

 
 
 . . . and a SIP SRV record in the _udp folder. 
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A Record and SRV Record creation is now complete. Don’t forget to set the SIP 
domain to domain.com when configuring the SCS server. 
 

Testing DNS 

You can run a simple test to determine whether DNS is working correctly: 
 

1. On a network connected PC, open the command prompt window by 
opening the Start menu and selecting Run. 

2. In the box that opens, type cmd and press the Enter key. 

 

 
 

3. At the prompt, type nslookup servername.serverdomain.com (enter 

the host name and domain name of your server) and press Enter. 

4. If DNS is behaving properly the query should return the server’s name and 
IP address. 
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5. To double-check that your records are functioning properly, run the 
command again, but this time lookup the IP address instead of the server 
name. 

 

 

Dual Server (HA) System – A Records & SRV Records 

As discussed earlier in this document, High Availability (HA) systems only function 
if SRV records are present in the DNS. This section will show you how to create all 
necessary A Records and SRV Records for the successful implementation of an 
HA SCS. 
 
During this process, you will create the following DNS records: 
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No. of 
sub-

domains 

No. of A 
records 

No. of A    
records 
in sub-

domain1 

No. of A 
records 
in sub-

domain2 

No. of 
SRV 

records 

No. 
of 

SRV 
in 

root 

No. of 
SRV in 

sub-
domain1 

No. of 
SRV in 

sub-
domain2 

2 2 1 1 12 4 4 4 

 
The following SRV records will be created (substitute italicised values for your own 
domain and server names): 
 

SRV 
record 

 
Domain 

 
Service 

 
Protocol 

 
Priority 

 
Weight 

 
Port 

 
Host offering this 

service 

1 root _sip _udp 1 0 5060 server1.domain.com 
2 root _sip _tcp 3 0 5060 server1.domain.com 
3 root _sip _udp 2 0 5060 server2.domain.com 
4 root _sip _tcp 4 0 5060 server2.domain.com 
5 server1 _sip _tcp 1 0 5070 server1.domain.com 
6 server1 _sip _udp 3 0 5070 server1.domain.com 
7 server1 _sip _tcp 2 100 5070 server2.domain.com 
8 server1 _sip _udp 4 100 5070 server2.domain.com 
9 server2 _sip _tcp 1 0 5070 server2.domain.com 

10 server2 _sip _udp 3 0 5070 server2.domain.com 
11 server2 _sip _tcp 2 100 5070 server1.domain.com 

12 server2 _sip _udp 4 100 5070 server1.domain.com 

 
The following instructions will show you how to create each of these records in the 
correct locations. 
 

Creating a sub-domain and A Record for each server 

1. Ensure that you are working within the correct domain. In the coming 
sections we will be working with scsnetwork.local. 
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2. Right-click on the selected domain and click on New Domain. 

 

 
 
3. Name the new domain rr.server1name. In this document the primary server 

will be called scs1 while the secondary will be known as scs2. In the 
example below the sub-domain has been named rr.scs1. 

 

 
 

4. Click OK. 

 
5. The new sub-domain and its ‘rr’ folder are displayed in the left-hand pane. 

SRV records will be created here later. 
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6. Right-click on the target domain again and select New Domain. 

 

 
 
7. Name the second sub-domain rr.server2name. In the illustration I have 

created rr.scs2. 
 

 
 

8. Click OK. 
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9. The second sub-domain is displayed in the tree on the left-hand side. 

 

 
 
10. You now have two sub-domains, each containing its own ‘rr’ folder. These 

will be populated with SRV records relevant to each server. 
 

 
 
11. Now create A Records for each server. Right-click on the first sub-domain 

and select New Host (A). 
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12. Leave the Name field blank. Enter the IP address of the primary server and 

then click Add Host. 

 

 
 

13. Click OK when the success message appears. 

 
14. Click Done. 

 
15. An A Record is now displayed in server 1’s sub-domain. 
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16. Right-click on the second sub-domain and click on New Host (A) 

 

 
 
17. Leave the Name field blank and then enter the second server’s IP address. 

Click Add Host to continue. 
 

18. Click OK when the success message is displayed. 
 

19. Click Done to complete record configuration. 
 

20. The second server’s sub-domain now contains an A Record. 
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Creating SRV Records 

With A Records in place, you are now ready to begin creating SRV records: 
 
Note: It is important that SRV values are entered exactly as listed for each record. 

 
1. Right-click on the target domain and select Other New Records. 

 

 
 
2. Scroll down the list of record types and select Service Location (SRV) and 

then click Create Record. 
 



Configuring DNS and DHCP 

NN47932-535 Issue 1.3 SCS 4.0  43 

 
 
 
 

3. Create the first record with the following values: 
 

Service _sip 

Protocol _udp 

Priority 1 

Weight 0 

Port number 5060 

Host offering this service scsserver1.domain.com 
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4. Click OK. 
 

5. Select Service Location (SRV) and click Create Record again. 
 

 
 

6. Create the next record with the following values: 
 

Service _sip 

Protocol _tcp 

Priority 3 

Weight 0 

Port number 5060 

Host offering this service scsserver1.domain.com 
 

7. Click OK. 

 
8. Highlight Service Location (SRV) and click on Create New Record. 
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9. Enter the following values for the SRV record: 
 

Service _sip 

Protocol _udp 

Priority 2 

Weight 0 

Port number 5060 

Host offering this service scsserver2.domain.com 
 

10. Click OK. 

 
11. Select Service Location (SRV) and click Create Record. 

 

 
 

12. Enter the following values for the SRV record: 
 

Service _sip 

Protocol _tcp 

Priority 4 

Weight 0 

Port number 5060 

Host offering this service scsserver2.domain.com 
 

13. Click OK. 
 

14. Click Done. 
 



Configuring DNS and DHCP 

46   NN47932-535 Issue 1.3 SCS 4.0 

 
 

15. You should now have 2 SRV records in the _tcp folder and 2 SRV records 
in the _udp folder. 
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Creating Redirect SRV Records 

You now need to create a series of records that prioritise the flow of traffic in the 
event that redirection occurs. These records will be created in the sub-domains 
you created earlier, specifically in the ‘rr’ folders attached to each sub-domain. 
 

Note: It is important that SRV values are entered exactly as listed for each record. 

 
1. Right-click on the ‘rr’ folder of your primary server and select Other New 

Records. In this example scs1 is my primary server, I have therefore 
selected scs1/rr. 
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2. Select Service Location (SRV) and then click Create Record. 
 

 
 

3. Create your first redirect SRV record with the following records (pay 
attention to the fact that the port number has changed to 5070 now): 

 
Service _sip 

Protocol _tcp 

Priority 1 

Weight 0 

Port number 5070 

Host offering this service scsserver1.domain.com 
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4. Click OK 

 
5. Click on Service Location (SRV) and then click Create Record. 

 

 
 

6. Enter the following values for the SRV record: 
 

Service _sip 

Protocol _udp 

Priority 3 

Weight 0 

Port number 5070 

Host offering this service scsserver1.domain.com 
 
7. Click OK. 

 
8. Click on Service Location (SRV) and then click Create Record. 
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9. Enter the following SRV record values: 
 

Service _sip 

Protocol _tcp 

Priority 2 

Weight 100 

Port number 5070 

Host offering this service scsserver2.domain.com 
 

10. Click OK. 

 
11. Select Service Location (SRV) and then click Create Record. 

 

 
 

12. Enter the following values: 
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Service _sip 

Protocol _udp 

Priority 4 

Weight 100 

Port number 5070 

Host offering this service scserver2.domain.com 
 

13. Click OK. 

 
14. Click Done 

 

 
 

15. You should now have a _tcp and _udp folder within the ‘rr’ folder of your 

primary server. Both folders should contain 2 records each.  
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16. Now configure redirect SRV records for the secondary server. Right-click on 

the ‘rr’ folder in the secondary server sub-domain and select Other New 
Records. 

 

 
 
17. Scroll down the list of record types and select Service Location (SRV) and 

click on Create Record. 
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18. Enter the following values for the SRV record: 
 

Service _sip 

Protocol _tcp 

Priority 1 

Weight 0 

Port number 5070 

Host offering this service scsserver2.domain.com 
 

 
19. Click OK. 

 
20. Select Service Location (SRV) and click Create Record to create the next 

record. 
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21. Enter the following values: 
 

Service _sip 

Protocol _udp 

Priority 3 

Weight 0 

Port number 5070 

Host offering this service scsserver2.domain.com 
 

22. Click OK. 

 
23. Highlight Service Location (SRV) and then click Create Record. 

 

 
 

24. Enter the following values: 
 

Service _sip 

Protocol _tcp 

Priority 2 

Weight 100 

Port number 5070 

Host offering this service scsserver1.domain.com 
 

25. Click OK. 
 

26. Select Service Location (SRV) and click Create Record. 
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27. Enter the following values: 
 

Service _sip 

Protocol _udp 

Priority 4 

Weight 100 

Port number 5070 

Host offering this service scserver1domain.com 
 

 
28. Click OK. 

 
29. Click Done. 
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30. You should now have two sub-domains containing rr/tcp and rr/udp folders. 
Each folder should contain two SRV records. 

 

 
 
31. SRV record creation is complete. 

 

Testing DNS 

You can run a simple test to determine whether DNS is working correctly: 
 

1. On a network connected PC, open the command prompt window by 
opening the Start menu and selecting Run. 

2. In the box that opens, type cmd and press the Enter key. 

 

 
 

3. At the prompt, type nslookup servername.serverdomain.com (enter 

the host name and domain name of your server) and press Enter. 
4. If DNS is behaving properly the query should return the server’s name and 

IP address. 
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5. To double-check that your records are functioning properly, run the 
command again, but this time lookup the IP address instead of the server 
name. 

 

 

Concluding Setup 

Once DNS is configured you can configure the SCS servers. If you configured the 
SCS servers before creating DNS entries you may need to update the DNS Data 
files and reboot the SCS servers. 

Updating DNS Data Files 

1. Right-click on the DNS server name and select Update Server Data Files. 
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Rebooting the SCS Server 

If you configured LAN settings on the SCS server prior to creating DNS entries it is 
worth rebooting it to ensure that all services start properly. To reboot your SCS 
server (or servers): 
 

1. Log in to the server using the user name ‘root’ followed by the password you 
set during the configuration process. 

 

 
 
2. At the prompt, type reboot and then press the Enter key. 

 
3. The server will reboot. Once reboot is complete the system will be ready for 

further configuration. 
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Data Replication Error 

When you access the GUI for the first time after reboot, there is a good chance you 
will see the following message displayed on the screen: 
 

 
 
This is perfectly normal and is usually caused by the fact that the secondary server 
boots up and connects later than the primary. If the primary attempts to replicate 
data to the secondary and the secondary is not ready then this error is produced in 
the Job Status screen (accessed from the Diagnostics menu): 
 

 
 
Once the distributed server is connected to the network data replication should 
occur with no problems – often there is a delay in the time stamps between Failed 
messages and the Completed messages: 
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However, to clear the log and remove the red error message from the home screen 
you will have to click the Clear All button to restart the log. 
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Avaya Documentation Links 

 SCS 4.0 Initial Installation 
 

 SCS 4.0 Configuring the SCS with High Availability (HA) 
 
 
 
 
 
 
 
 

 
 

 
 
 


