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Equipment Certification Request Form and Checklist
Section 1:  Requesting an Equipment Certification

Check one (√):
□ Certification: Always includes inventory and the requestor must note if there are any components not to be inventoried for inclusion in the maintenance contract.  If no notes are provided, it is assumed that all components of a solution will be included in the contract.

□ Inventory Only: This is not part of the Equipment Certification policy and is a billable fee and will not be waived. 
Section 2:  Requesting Remote Monitoring Information
□ CS1K & Call Pilot Remote Monitoring Information Gathering: This is not part of the Equipment Certification policy and is a billable fee and will not be waived. Check (√):
To place an order to request a Certification or Remote Monitoring:  

	THEATER
	AVAYA BUSINESS PARTNERS
	ALLIANCE PARTNERS

	US
	Email request via this form to:  BPCCinstall@avaya.com

	Call the assigned Dedicated Alliance Sales representative at 800-548-4053


To Be Completed by Avaya Business Partners/Distributors Only
Business Partner Billing Information 
	BP Partner or Distributors Name:
	P.O. #

	Siebel ID :
	Sold To:
	Payer #: 
	Email:  

	BP Contact:
	Tel #:
	Fax #:

	BP Contact for repair authorization if different than above

	Name:
	Tel #: 

	 Address:
	City:
	ST:
	ZIP:


	   End User Customer Information

	Sold To # (Site)
	System:
	Release:

	End User Business Name:
	Main Tel #

	Contact Name:
	Tel #
	Fax #

	Street Address:
	City:
	ST:
	ZIP:


Comment section for BP or Distributor 
	

	

	

	


To be completed by CARE:

	SAP Order #:

	OEB NAME:
	Fax #:

	Tel #:
	Email:


Completing and Confirming Certification 
To be completed by certifying Avaya Technician or an authorized Avaya Business Partner Technician.  
Technician must identify all Hardware AND Software components including SW Release Information for addition to the maintenance contract.  If no notes were provided to not include any components, it is assumed that all components of a solution will be included in the contract.
	System Type:

	Release:

	Version:



	A
	B
	C
	D
	E

	Qty
	Comcode or

Material Code

This field requires a numeric value 
	Description of Equipment
	Is item in good
working order & passes certification? 
See Checklist on 
Page 3.


	Comments

	     
	     
     
	     
	YES   NO 
	

	     
	     
     
	     
	YES   NO 
	

	     
	     
     
	     
	YES   NO 
	

	     
	     
     
	     
	YES   NO 
	

	     
	     
     
	     
	YES   NO 
	

	     
	     
     
	     
	YES   NO 
	

	     
	     
     
	     
	YES   NO 
	

	     
	     
     
	     
	YES   NO 
	

	     
	     
     
	     
	YES   NO 
	

	     
	     
     
	     
	YES   NO 
	

	     
	     
     
	     
	YES   NO 
	

	     
	     
     
	     
	YES   NO 
	

	     
	     
     
	     
	YES   NO 
	

	     
	     
     
	     
	YES   NO 
	

	     
	     
     
	     
	YES   NO 
	

	     
	EPN or Remote Gateway
     
	     
	YES   NO 
	If yes, main location?


CERTIFICATION CHECKLIST
	Checked (√)
 SHAPE  \* MERGEFORMAT 




 SHAPE  \* MERGEFORMAT 



	Attribute
	Comments
If failed what is resolution required by customer to resolve

	 SHAPE  \* MERGEFORMAT 



	 SHAPE  \* MERGEFORMAT 



	All major and minor alarms cleared 
	

	 SHAPE  \* MERGEFORMAT 



	 SHAPE  \* MERGEFORMAT 



	Power source is appropriate for installed equipment (e.g. correct voltage, surge protection).
	

	 SHAPE  \* MERGEFORMAT 



	 SHAPE  \* MERGEFORMAT 



	Properly grounded  
	

	 SHAPE  \* MERGEFORMAT 



	 SHAPE  \* MERGEFORMAT 



	Installed in a compliant climate controlled environment.
	

	 SHAPE  \* MERGEFORMAT 



	 SHAPE  \* MERGEFORMAT 



	Racking is stable and properly anchored (if applicable).
	

	 SHAPE  \* MERGEFORMAT 



	 SHAPE  \* MERGEFORMAT 



	Equipment is in good physical condition (physical damage, etc.).
	

	 SHAPE  \* MERGEFORMAT 



	 SHAPE  \* MERGEFORMAT 



	Proper remote connectivity/access via an Avaya approved remote access method.
	

	 SHAPE  \* MERGEFORMAT 



	 SHAPE  \* MERGEFORMAT 



	Equipment has valid original and unaltered Avaya branded Serial Number
	

	 SHAPE  \* MERGEFORMAT 



	 SHAPE  \* MERGEFORMAT 



	If equipment is Refurbished or Remanufactured check to verify if supportable version 
	

	 SHAPE  \* MERGEFORMAT 



	 SHAPE  \* MERGEFORMAT 



	Firmware/Patches/Service Packs current
	

	 SHAPE  \* MERGEFORMAT 



	 SHAPE  \* MERGEFORMAT 



	Voice terminals must meet operational and cosmetic standards.
	

	 SHAPE  \* MERGEFORMAT 



	 SHAPE  \* MERGEFORMAT 



	Circuit Packs in good working order and minimum vintage verified  
	

	 SHAPE  \* MERGEFORMAT 



	 SHAPE  \* MERGEFORMAT 



	Carrier Certification powered up alarm free (no obvious physical damage)
	

	 SHAPE  \* MERGEFORMAT 



	 SHAPE  \* MERGEFORMAT 



	System Adjuncts (Verify the client has adjunct software on-site during certification process)
	

	 SHAPE  \* MERGEFORMAT 



	 SHAPE  \* MERGEFORMAT 



	Verify connectivity to all control critical endpoints
	


(Please use additional pages as required)
Submitting Certification & Inventory Completed Forms – Section must be completed as appropriate, or do not return to CARE.

Avaya will honor the certification of the above listed equipment found eligible for addition to an Avaya Service Agreement as per the schedule below past the date of certification.

· For customers submitting 1-15 sites/systems to be certified – 45 days

· For customers submitting over 15 sites/systems to be certified – 60 days

Avaya Technician or Certified Avaya Business Partner Technician

	
	

	 Name of Avaya Certifying Technician,

 Or Name and Company Name of Authorized/Certifying Avaya Business   Partner Technician. 
	Date


· Avaya Technician:  Email one (1) copy of this completed form to each of the following:

· OEB at CARE 

· Avaya’s local Territory Service Manager (TSM)for retention purposes.

· Certifying Avaya Business Partner Technician:  Email one (1) copy of this completed form to: 

· Requesting Avaya Business Partner. Needed for additions/changes on to Customer’s records and maintenance pricing.

By submitting this request, I (Avaya Authorized Business Partner/Avaya Direct Customer/Alliance Partner) agree to pay for the Certification Charges in the event that the inspected equipment is not added to an Avaya Service Agreement within the specific number business days following the equipment certification visit, or the equipment is found ineligible for Avaya Service Agreement coverage. 

	
	

	Name of Authorized Business Partner Certifying Technician 
	Date


I (Customer/end-user) acknowledge that the work was completed and meets my satisfaction. 

	
	

	Name of Authorized Customer (end-user) or Alliance Partner
	Date


CS1000 (CS1K) & CALL PILOT REMOTE MONITORING
VPN Monitoring Template 

[image: image34.emf]AOS_MSP_VPN_Tem plate.docx


This template represents all the used configurable fields in the Avaya VPN router Branch Office Tunnel section as well as ports and protocols that must be opened in the firewall for Remote Monitoring and Access.
SITE Monitoring Template 


[image: image35.emf]SiteTemplate


This template confirms system and gathers all IP Addresses, User Names/Passwords and details for Remote Monitoring and Access.
Submitting Completed Monitoring Templates – completed as appropriate, or do not return to AOS.

Avaya Technician 

	
	

	 Name of Avaya Certifying Technician,


	Date


· Avaya Technician:  Email one (1) copy of this completed templates to:
· AOS On-Boarding associate that initiated this request (included in notes on SAP order).
· Avaya’s local Territory Service Manager (TSM) for retention purposes.

Passed 





Failed 
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Executive summary:

In order for AOS to provide services; a connection must be established between the customer network(s) and the AOS Managed Services Platform (MSP).  This connection will be an Virtual Private Network (VPN) tunnel.  More than one tunnel can be created based on resilience and/or customer network geography.



General expectation for customers: 

Customers are responsible for making the required configuration changes on the equipment located on their premise.



Customers are responsible for providing configuration parameters in advance of the scheduled turn-up date/time. 






AOS Platform Tunnel Endpoint Information

		Equipment Details



		VPN Device Type

		Juniper



		IP Address

		171.74.224.89



		IKE (Phase 1) Default Parameters

(negotiable)



		Encryption Algorithm

		128-bit AES



		Hash Algorithm

		SHA



		Diffie-Hellman Group

		2 (1024 bit) 



		Authentication Method

		Pre-Shared Key (Shared via telephone)



		Lifetime

		28800 seconds, no volume limit



		IPSEC (Phase 2) Parameters



		ESP Encryption Algorithm

		128-bit AES



		ESP Authentication Algorithm

		HMAC-SHA-1



		PFS

		None



		Lifetime

		3600 seconds, no volume limit



		Vendor-ID

		disabled



		Compression

		disabled



		Encryption Domain

AOS Managed Services Platform Networks



		Subnet

		Mask



		171.74.136.0

		255.255.255.0



		

		



		Avaya contacts



		AOS Production Engineering

		mns@avaya.com  (not monitored 24x7)










The following section to be completed by the customer:



		Questions



		How many unique IPSec tunnels are established to Avaya?



		



		If there are multiple tunnels, does the same team administrate all tunnels?

     If not, please provide contact information for all regions in section below

		







		Planned Dates and 

times for Each Step

		Date

		Begin Time (include zone)

		End Time (include zone)



		Step 1

		

		

		



		Step 2

		

		

		







		Customer Details



		VPN Device Type

		



		IP Address

		



		Customer Networks

(add lines if necessary)



		Subnet

		Mask



		

		



		

		



		

		



		Customer Contacts



		Primary

		



		Secondary

		



		Will the contact above be the party responsible for both the VPN changes and the route addition of 171.74.136.0/24?   If not, provide contact information for that party.

		



		Will the route be added before or during Step 1?

		



		Channel Partner Contacts

(if applicable)



		Sales/Service Delivery Contact(s)

		



		Technical Contact(s)

		



		Other Contact(s)
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Questions



				Please refer to Instructions Tab with any initial questions

If you have any additional site survey questions, please contact Susan McNally

919.905.8663

slmcnall@nortel.com 





Instructions

		Site Survey Instructions (Please complete one form per site location.  If additional PBXs, Voicemail systems or Callpilots are present, ensure that the details are available for each device.  Copy the relevant sections or tabs as needed.)																				Comments





		Site and Contact Information (Site Address & Contacts Tab)

				Site Name		obtain/confirm with site contact

				Address line 1		obtain/confirm with site contact				Main Site Phone Number		obtain/confirm with site contact

				Address line 2		obtain/confirm with site contact				Main Site Fax Number		If available, provide Main Site Fax Number (if no main fax number then select a department fax and include department name with DN)

				City/Town		obtain/confirm with site contact				Business Hours		Normal hours business is open

				State/County		obtain/confirm with site contact				Business Days		Normal days that business is open

				Post/Zip Code		obtain/confirm with site contact

				Special Access procedures		Add dettails regarding the process for accessing the site/building



				Primary Site Contact Name		obtain/confirm with site contact				Alternative Site Contact Name		obtain/confirm with site contact

				DID Phone Number		obtain/confirm with site contact				DID Phone No.		obtain/confirm with site contact

				Mobile Number		obtain/confirm with site contact				Mobile No.		obtain/confirm with site contact

				Email Address		obtain/confirm with site contact				Email Address		obtain/confirm with site contact

				Fax Number		obtain/confirm with site contact				Fax No.		obtain/confirm with site contact

				Can Be Contacted between		obtain/confirm with site contact				Can Be Contacted between		obtain/confirm with site contact

				Can Be Contacted on days		obtain/confirm with site contact				Can Be Contacted on days		obtain/confirm with site contact

				Notes about site…		Where's the telephone switchroom (building, floor, room), any other details

		Maintenance Details (Equipment Details Tab)

				Site Equipment Details Section

				Confirm PBX/Voicemail/Call Center type.  Log into PBX and Call Pilot to obtain System ID, software release/version. Provide any other information you can that is requested in this section. Remove all examples as needed.  

				Password Section

				Confirm username/passwords in spreadsheet are accurate. If not, ask site prime for information. Be sure to capture/validate PBX, SEB, Call Pilot information where applicable. This completed document will contain the confirmed usernames/passwords.

				Confirm access telephone numbers in spreadsheet are accurate. If not, ask site prime for information. Be sure to capture/validate PBX, SEB, RAD, Call Pilot modem DN information. This completed document will contain the confirmed telephone numbers.

		IP Address Details (IP Addresses Tab)

				Provide IP Addresses for the PBX, Voicemail, Call Center, and modem devices.  ELAN addresses are required specifically for the monitoring pieces. Remove all examples as needed. If additional rows are required for equipment, copy and add them as needed.   













Site Address & Contacts



				Avaya Due Diligence						<Customer>



				Site Details



				Site Name

				Address line 1						Main Site Phone Number

				Address line 2						Main Site Fax Number

				City/Town						Business Hours

				State/County						Business Days

				Post/Zip Code						Is This Site Serviced 24/7? Yes/No

				Special Access procedures



				Site Contact Details



				Primary Site Contact Name						Alternative Site Contact Name

				Phone Number						Phone No.

				Mobile Number						Mobile No.

				Email Address						Email Address

				Fax Number						Fax No.

				Can Be Contacted between						Can Be Contacted between

				Can Be Contacted on days						Can Be Contacted on days

				Notes about site…







Equipment Details

				Heritage Nortel Site Equipment Information - if available

				PBX type (enter type, Opt 11C, CS1000E, etc...)				Comments

				PBX Site ID/System ID

				PBX Software Release

				How many Media Gateways are installed?

				Signalling Server type						example: CPPM, HP DL320-G4, IBM X306m, ISP1100

				MIRAN Card version						Dongle ID: xxxxxxxx



				Voicemail type (example: Call Pilot 600r, Meridian Mail)

				Voicemail Software release (example: 5.0)



				Call Center type (eg. Symposium, Contact Center, etc)

				Call Center Software Release





				Passwords 						Passwords

				Call Server Level 1 User Name				 		Call Pilot Admin mailbox User Name

				Call Server Level 1 Password						Call Pilot Admin mailbox Password

				Call Server Level 2 User Name						Call Pilot Windows Administrator User Name

				Call Server Level 2 Password						Call Pilot Windows Administrator Password



				Call Server PDT1 login info						Contact Center Webadmin User Name

				Call Server PDT2 login info						Contact Center Webadmin Password

				Signalling Server / Element Manager User Name						Contact Center Windows Admin User Name

				Signalling Server / Element Manager  Password						Contact Center Windows Admin Password



										Contact Center NGenSys Username

										Contact Center NGenSys Password



				What Type of Management / Remote Access is available? 						Dialup Modem Type and Release

				Dial Up access  phone number 1:						Dial Up access  phone number 2:

				Connects to: 						Connects to: 

				User Name (if exists)						User Name (if exists)

				Password						Password





				Port 1  is connected to:						Baudrate, bits, parity, stopbit		9600, 8N1 (example)

				Port 2  is connected to:						Baudrate, bits, parity, stopbit

				Port 3  is connected to:						Baudrate, bits, parity, stopbit

				Port 4  is connected to:						Baudrate, bits, parity, stopbit

				Port 5  is connected to:						Baudrate, bits, parity, stopbit

				Port 6  is connected to:						Baudrate, bits, parity, stopbit

				Port 7  is connected to:						Baudrate, bits, parity, stopbit

				Port 8  is connected to:						Baudrate, bits, parity, stopbit



				Additional Notes &/or site specific equipment





				







				9150



				Reach Line Card IP Address

				9150 IP Address

				Reach Line Card Login (s)

				Reach Line Card  Password





				Carrier 1 (Local Exhange to NTP on PBX)						Carrier 2 or Carrier Pre-Select (CPS) service



				Company Name						Company Name / Contarct No/Ref

				Contact Name						Contact Name

				Contact Phone Number						Contact Phone No.

				Contact Email Number						Contact Email No.

				Contact Fax Number						Contact Fax No.

				Language(s)						Language(s)

				Contact Can Be Contacted Between						Contact Can Be Contacted Between

				Contact Can Be Contacted on days						Contact Can Be Contacted on days



				Additional Notes





				PBX Network Details

				Provider/Carrier name 		Loop on switch				Carrier Circuit Reference



				

				Route Number and Description (PRI Card)		Trunk Type		Channels		Route Type		ACOD













				CPS (Carrier Pre-Select )		Code(s)				Description of what code does 







				

				Programming Details

				

				STD Area code						Mail Access DN

				DDI Range for All of Site (a range of PSTN numbers)						PTT Access Code

				Additional Range info



				TTY Port used on PBX / Call Server (CS)



				Description / Equipment 		TTY number				Description / Equipment 		TTY number











				Power



				Type of Power Supply  (Option 61/81)						Battery Backup

				Number of Power Supply Modules  (Option 61/81)						UPS (Yes/No)

				Will the current power supply cope with future expansion



				Cabling



				Type Cabling (MDF / Patch Panels)						Socket Type (RJ11 / RJ12 / RJ45)

				Category of cabling (Cat 5/6/X)



				Miscellaneous



				More Routes		Trunk Types		Channels		Route Type		ACOD















IP Addresses

				Subnet definitions:

						E-LAN		T-LAN		C-LAN

				Network		10.128.40.32/27		10.128.43.0/24		10.128.42.0/24

				Subnet mask		255.255.255.224		255.255.255.0		255.255.255.0

				Default Gateway		10.128.40.33		10.128.43.1		10.128.42.1

				Static address range

				DHCP address range

				Devices:

						E-LAN		T-LAN		C-LAN		Node				HOST names

				Call Server 0

				Call Server 1

				Signalling Server 0

				Signalling Server 1

				Node

				Node



				Media Gateway 0 Controller:

				   DSP daughterboard 1:

				   DSP daughterboard 2:

				Media Gateway 1 Controller:

				   DSP daughterboard 1:

				   DSP daughterboard 2:

				Media Gateway 2 Controller:

				   DSP daughterboard 1:

				   DSP daughterboard 2:

				Media Gateway 3 Controller:

				   DSP daughterboard 1:

				   DSP daughterboard 2:

				Media Gateway 4 Controller:

				   DSP daughterboard 1:

				   DSP daughterboard 2:



				Call Pilot

				Contact Center

				DECT

				MIRAN

				Telephony Manager

				VG Media Card 1

				VG Media Card 2



				Other device

				Other device

				Other device

				Other device

				Other device

						Connected to		IP address		phone number

				Net-Path		E-LAN (example)

				Net-Path RAS/PPP

				Modem 1		PBX (example)

				Modem 2



Example datafill




